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GenDx Cybersecurity Vulnerability Report 
 
GenDx continuously monitors and evaluates cybersecurity risks to identify and address vulnerabilities. This disclosure is part of this process. To report a 
vulnerability or for any inquiries, please contact our Support team. 
 

Software Product NGSengine 
Software Version 3.4 
Date of notification 
(YYYY-MM-DD) 2025-07-08 

CVSS version 3.1 
 
 

Vulnerability 
ID GenDx 

Vulnerability Description 
Final CVSS 
score* 

CVSS 
severity 

Potential impact GenDx mitigations Recommended actions 

 
No vulnerabilities with a High or Critical CVSS score have been identified after applying mitigations. The recommended (cyber) security requirements are described in 
the Instructions for Use, available at www.gendx.com. 
 

*Final CVSS score after applying temporal and environmental scoring. Only vulnerabilities with a High or Critical CVSS score (7.5+) are included in this report. 
 

http://www.gendx.com/

